Опасайтесь мошенников и дистанционных преступлений в сфере информационно-телекоммуникационных технологий!

Чтобы не оказаться их жертвой помните:

– работники банков не просят сообщить данные вашей карты (номер, срок её действия, секретный код на обратной стороне карты), так как у них есть ваши данные;

– нельзя сообщать данные вашей банковской карты, секретный код на обратной стороне;

– храните отдельно от карты пин-код, нельзя писать пин-код на самой банковской карте или сообщать его другим лицам;

– не поддерживайте телефонных разговоров с подозрительными лицами, которые представляются банковскими работниками, кладите трубку;

– всегда читайте СМС и сообщения от банка;

–никому не сообщайте кодыи секретные пароли, поступившие в СМС сообщении от банка;

– банковские работники, как правило, не просят вас пройти к банкомату;

– если вас попросили пойти с банковской картой к банкомату, вероятнее всего это мошенники;

–не переводите денежные средства, если об этом вас просит сделать ваш знакомый в социальной сети, мошенники могли взломать его учетную запись (свяжитесь сначала с этим человеком и узнайте действительно ли это именно он обратился к вам);

– в сети «Интернет» не нажимайте на ссылки на неизвестные сайты.